Atto di Nomina

a Responsabile o Sub-Responsabile

Esterno del Trattamento Dati Personali

ex art. 28 GDPR

CONTRATTI DI SERVIZI/MANUTENZIONE

*Spett.le Fornitore*,

in qualità di Titolare del trattamento Dati o di Responsabile Esterno del Trattamento dei Dati per conto del Cliente, la scrivente Impresa AXIANS ITALIA SPA (di seguito AXIANS), premesso che:

AXIANS si avvale del supporto della Vostra Società per l’erogazione dei servizi oggetto del contratto intercorrente tra le parti, in proprio favore o in favore del Titolare del Trattamento dei Dati Personali (in base al caso concreto); l’espletamento di tali Servizi comporta il trattamento di tali dati personali, come definiti all’art. 4, 1) del Regolamento (UE) 2016/679;a norma dell’art. 28, comma 4, dello stesso Regolamento, qualora per l’esecuzione di specifiche attività di trattamento per conto del Titolare, il Responsabile debba ricorrere ad altro Sub-Responsabile, a quest’ultimo dovranno essere imposti gli stessi obblighi in materia di protezione di dati imposti dal Titolare al Responsabile, prevedendo, in particolare, garanzie sufficienti a mettere in atto misure tecniche ed organizzative adeguate, in modo tale che il trattamento soddisfi i requisiti del Regolamento e garantisca la tutela dei diritti dell’interessato; la Vostra Società ha dichiarato di possedere i requisiti di cui sopra, vantando professionalità pluriennale nell’erogazione dei servizi oggetto del Contratto e risultando dotata di organizzazione tecnica e personale adeguati al compimento degli stessi, anche nel rispetto delle prescrizioni imposte dal Regolamento; con il presente accordo (di seguito l’”Accordo”) Axians intende dunque procedere alla Sua nomina a Responsabile Esterno o Sub-Responsabile del trattamento, impartendo dettagliate istruzioni in merito. Ciò premesso, AXIANS ITALIA SPA, nella sua qualità di Titolare o di Responsabile del Trattamento dei Dati per conto del Cliente, La **NOMINA** Responsabile oSub-Responsabile del Trattamento Esterno dei dati Personali di cui la Scrivente Impresa è Titolare o Responsabile Esterno, effettuato con strumenti elettronici o comunque automatizzati o con strumenti diversi, per l’ambito di attribuzioni, competenze e funzioni assegnate. In qualità di Responsabile o Sub-Responsabile Esterno del trattamento dei dati, ha il compito e la responsabilità di adempiere a tutto quanto necessario per il rispetto delle disposizioni vigenti in materia e di osservare scrupolosamente quanto in essa previsto.

Compiti ed istruzioni

PER I RESPONSABILI O SUB-RESPONSABILI ESTERNI DEL TRATTAMENTO DEI DATI PERSONALI

*ai sensi dell’art. 28 e del Considerando 81 e ss. del Regolamento Europeo 679/2016*

Ogni trattamento di dati personali deve avvenire, nel rispetto primario dei seguenti principi di ordine generale: Ai sensi di quanto previsto dalla vigente normativa in tema di “Modalità del trattamento e requisiti dei dati”, per ciascun trattamento di propria competenza, il Responsabile o Sub-Responsabile Esterno deve fare in modo che siano sempre rispettati i seguenti presupposti: -i dati devono essere trattati: secondo il principio di liceità, vale a dire conformemente alle disposizioni di legge, per cui, più in particolare, il trattamento non deve essere contrario a norme imperative, all’ordine pubblico ed al buon costume; secondo il principio fondamentale di correttezza, il quale deve ispirare chiunque tratti qualcosa che appartiene alla sfera altrui; -i dati devono essere raccolti solo per scopi: determinati, vale a dire che non è consentita la raccolta come attività fine a se stessa; espliciti, nel senso che il soggetto interessato va informato sulle finalità del trattamento; legittimi, cioè, oltre al trattamento, come è evidente, anche il fine della raccolta dei dati deve essere lecito; compatibili con il presupposto per il quale sono inizialmente trattati, specialmente nelle operazioni di comunicazione e diffusione degli stessi; -i dati devono, inoltre, essere: esatti, cioè, precisi e rispondenti al vero e, se necessario, aggiornati; pertinenti, ovvero, il trattamento è consentito soltanto per lo svolgimento delle funzioni istituzionali, in relazione all’attività che viene svolta; completi: nel senso di contemplare specificamente il concreto interesse e diritto del soggetto interessato; non eccedenti in senso quantitativo rispetto allo scopo perseguito, ovvero devono essere raccolti solo i dati che siano al contempo strettamente necessari e sufficienti in relazione al fine, cioè la cui mancanza risulti di ostacolo al raggiungimento dello scopo stesso; conservati per un periodo non superiore a quello necessario per gli scopi del trattamento e comunque in base alle disposizioni aventi ad oggetto le modalità ed i tempi di conservazione degli atti amministrativi. Trascorso detto periodo i dati vanno resi anonimi o cancellati e la loro comunicazione e diffusione non è più consentita. In particolare, i dati idonei a rivelare lo stato di salute o la vita sessuale sono conservati separatamente da altri dati personali trattati per finalità che non richiedono il loro utilizzo. Ciascun trattamento deve, inoltre, avvenire nei limiti imposti dal principio fondamentale di riservatezza e nel rispetto della dignità della persona dell’interessato al trattamento, ovvero deve essere effettuato eliminando ogni occasione di impropria conoscibilità dei dati da parte di terzi. Se il trattamento di dati è effettuato in violazione dei principi summenzionati e di quanto disposto dalla vigente normativa è necessario provvedere al “blocco” dei dati stessi, vale a dire alla sospensione temporanea di ogni operazione di trattamento, fino alla regolarizzazione del medesimo trattamento, ovvero alla cancellazione dei dati se non è possibile regolarizzare. Il Responsabile o Sub-Responsabile del trattamento esterno, operando nell’ambito dei principi stabiliti dalla vigente normativa, deve attenersi ai seguenti compiti di carattere particolare: 1. Eseguire il trattamento dei dati soltanto su istruzione documentata del Titolare o Responsabile (a seconda dei casi), anche in caso di trasferimento di Dati Personali verso un Paese Terzo o un’organizzazione internazionale, e solo per le finalità connesse allo svolgimento delle attività previste da contratto, con divieto di qualsiasi altra diversa utilizzazione. 2. Gestire i sistemi informatici, nei quali risiedono i dati, adottando le misure richieste ai sensi dell’art. 32 del Regolamento ed attenendosi alle disposizioni del Titolare o Responsabile del trattamento in tema di sicurezza. 3. Predisporre ed aggiornare un sistema di sicurezza informatico idoneo a rispettare le prescrizioni del Codice, adeguandolo anche alle eventuali future norme in materia di sicurezza. 4. Garantire l’integrità, la riservatezza e la disponibilità dei dati trattati di cui è Titolare o Responsabile questa Azienda (a seconda dei casi) secondo le disposizioni del Regolamento UE 2016/679. 5. Nominare, eventualmente, gli incaricati preposti alle operazioni di trattamento di cui al precedente punto 1); detti incaricati, impegnati alla riservatezza per obbligo legale, opereranno sotto la diretta autorità del Responsabile o Sub-Responsabile esterno del trattamento qui nominato secondo la fattispecie concreta, attenendosi alle istruzioni da questi impartite. 6. Nominare gli amministratori di sistema per la gestione del sistema informatizzato per ambito di operatività. 7. Attivare un sistema di registrazione degli accessi degli Amministratori di Sistema conservando i log per almeno sei mesi. 8. Se del caso, assistere il Titolare o Responsabile nell’adozione dei comportamenti volti a soddisfare le eventuali richieste di esercizio dei propri diritti da parte dell’Interessato. 9. Predisporre e tenere a disposizione, per eventuali verifiche: -Una breve descrizione del sistema informativo e delle procedure che utilizza per il trattamento dei dati personali e sensibili; -Una descrizione delle misure messe in atto per soddisfare gli standard di adeguata sicurezza;-La descrizione delle istruzioni impartite agli incaricati; -Il programma di formazione ed aggiornamento degli incaricati, in materia di Privacy e Sicurezza Informatica. 10. Nell’ipotesi si verifichi una violazione dei Dati Personali (*Data Breach*), il Responsabile o Sub-Responsabile dovrà immediatamente darne comunicazione al Titolare o Responsabile all’indirizzo [dpo@axians.it](mailto:dpo@axians.it), affinchè questi, se del caso, possa procedere alle eventuali notifiche di legge. Il Responsabile o Sub-Responsabile del trattamento risponde al Titolare o Responsabile per ogni violazione o mancata attivazione di quanto previsto dalla normativa in materia di tutela dei dati personali relativamente al settore di competenza. Resta fermo, in ogni caso, che la responsabilità penale per l’eventuale uso non corretto dei dati oggetto di tutela è a carico della singola persona cui l’uso illegittimo sia imputabile. L’incarico di Responsabile o Sub-Responsabile del trattamento dei dati è attribuito personalmente e non è suscettibile di delega. Il Responsabile o Subresponsabile si impegna a mantenere indenne il Titolare o Responsabile da qualsiasi responsabilità, danno, incluse le spese legali, o altro onere che possa derivare da pretese, azioni o procedimenti avanzati dall’interessato o da terzi a seguito dell’eventuale illiceità o non correttezza delle operazioni di trattamento dei dati personali che sia imputabile a fatto, comportamento o omissione del Responsabile o Subresponsabile (o di suoi dipendenti e/o collaboratori), ivi incluse le eventuali sanzioni che dovessero essere applicate ai sensi del GDPR. Il Responsabile o Subresponsabile si impegna a comunicare prontamente al Titolare o Responsabile eventuali situazioni sopravvenute che, per il mutare delle conoscenze acquisite in base al progresso tecnico o per qualsiasi altra ragione, possano incidere sulla propria idoneità allo svolgimento dell’incarico. Ai sensi di quanto disposto dall’art. 82, paragrafo 5, del GDPR, il Titolare o Responsabile (in base al caso) ha il diritto di reclamare dal Responsabile o Subresponsabile la parte dell’eventuale risarcimento di cui dovesse essere chiamato a rispondere nei confronti dell’interessato o di terzi per le violazioni commesse dal Responsabile o Subresponsabile. Fatto salvo quanto previsto negli articoli 82, 83 e 84 del GDPR, in caso di violazione delle disposizioni contenute nel presente atto relative alle finalità e modalità di trattamento dei dati, di azione contraria alle istruzioni ivi contenute o in caso di mancato adempimento agli obblighi specificatamente diretti al Responsabile o SubResponsabile dal GDPR, il Responsabile o SubResponsabile sarà considerato quale Titolare del trattamento e ne risponderà personalmente e direttamente. La presente nomina è condizionata, per oggetto e durata, al contratto in corso di esecuzione. Per tutto quanto non espressamente previsto nel presente atto, si rinvia alle disposizioni generali vigenti in materia di protezione dei dati personali.